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A&D SeCUR 管理者ガイド 
Ver. 1.00J 

 
このドキュメントは A&D SeCUR の管理者のみが⾏える作業について記載しています。 

 
⽬次 
 1. ソフトウェアライセンス 
 2. ログイン 

3. 監査証跡モード 
4. 設定モード 
5. ユーザー管理モード 

 
 
1. ソフトウェアライセンス 

ソフトウェアライセンスはドングルライセンス⽅式となっています。USB ドングル（型番：WS0001）
が PC に接続されていない場合、エラーダイアログが表⽰されソフトウェアは起動しません。起動する前
に USB ドングルが PC の USB コネクタに接続されていることを確認してください。 
 USB ドングルは紛失しても再配布することはできませんのでご注意ください。 
 
 
 
 
 
 

（形状や⾊は予告なく変更される場合があります） 
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2. ログイン 
A&D SeCUR は選定された使⽤者のみが使⽤するためにユーザーログインを⾏う必要があります。Log 

In ダイアログのユーザーネームとパスワードを⼊⼒して「OK」をクリックしてください。 
 
 
 
 
 
 
 
 初期ユーザーアカウントとして下記 2 個が設定されています・ 

ユーザー名 パスワード グループ（権限） 
Administrator Administrator Administrator（管理者） 
Operator Operator Operator（作業者） 

 
 
 初回動作時は電⼦天びんと通信できずエラー表⽰が出ます。管理者権限でログインし、”設定モード”の
接続タイプの項⽬とシリアルポート／IP アドレスの項⽬を設定してください。 
 
 
 
 
 
 
 
 
 A&D SeCUR はすべての操作、データ取得時にその内容を監査証跡として保存する仕様上、画⾯遷移な
どの動作に多少の遅れが発⽣することがあります。 
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3. 監査証跡モード 
本ソフト上で⾏われたすべての操作について⾃動的に記録しています。 
監査証跡モードでは記録した内容の表⽰、出⼒を⾏えます。 

 
監査証跡のリスト表⽰ 
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検索 
Time（⽇付）、User（ユーザー）、Lot（ロット ID）で検索・抜き出しすることができます。 
それぞれの項⽬セルの右上マークをクリックすると検索ダイアログが表⽰されます。 

 
Time（⽇付） 

 
 
 
 
 
 
 
 
 
 
 

User（ユーザー） 
 
 
 
 
 
 
 
 
 
 

Lot（ロット ID） 
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出⼒ 
をクリックすると PDF ファイルで出⼒することができます。 

 
監査証跡 PDF レポート例 
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4. 設定モード 
A&D SeCUR の各種動作設定を⾏うことができます。 

 
設定ウインドウ 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

各種設定項⽬ 
天びんのキーロック機能 ON／OFF を選択します。計量モードの表⽰動作が変わります。 
リゼロコマンド R コマンド／Z コマンドを選択します。 
PDF にパスワードを要求する ON／OFF を選択します。 

PDF ファイルに外部ソフト等で電⼦署名をする場合は、OFF にし
てください。 

⾮アクティブタイムアウト ON／OFF とタイムアウト時間の数値を⼊⼒します。 
接続タイプ シリアル通信／イーサネット通信を選択します。 
シリアルポート／IP アドレス COM ポート、IP アドレスを選択、⼊⼒します。 
パスワードに記号が必須 はい／いいえを選択します。 
パスワードの最⼩⽂字数 最⼩⽂字数の数値を⼊⼒します。0 設定は制限なしになります。 
ユーザーを無効にするまでの
ログイン失敗回数 

失敗回数の数値を⼊⼒します。0 設定はログイン失敗してもユー
ザーを無効にしません。 

パスワードの有効期限 有効期限の数値を⼊⼒します。0 設定は期限なしになります。 
 設定変更内容を確定して設定モードを終了します。 
 設定変更内容をキャンセルして設定モードを終了します。 
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5. ユーザー管理モード 
A&D SeCUR を使⽤するユーザーアカウントを編集することができます。 
ユーザー管理モードに移⾏するには、ログイン中でも再度ユーザーネームとパスワードを⼊⼒する必

要があります。 
 
 
 
 
 
 

ユーザーアカウントリスト 
 
 
 
 
 
 
 
 
 
 
 
 
     をクリックすることで編集したユーザーアカウントリストを確定して保存します。 

  保存せずに終了すると編集したユーザーアカウントは更新されません。 
 

ファイルメニュー 
保存 編集したユーザーアカウントリストを確定して保存します。 

保存せずに終了すると編集したユーザーアカウントは更新されません。 
閉じる ユーザー管理モードを終了します。 

保存せずに終了すると編集したユーザーアカウントは更新されません。 
 

編集メニュー 
新規ユーザー ユーザーアカウントを追加します。 
ユーザー編集 選択した既に登録されているユーザーアカウントの情報を編集します。 
削除 選択した既に登録されているユーザーアカウントを削除します。 

初期設定されている Administrator と Operator は削除できません。 
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ユーザー編集ウインドウ 
 
 
 
 
 
 
 
 
 

各⼊⼒項⽬ 
ユーザー名 ユーザー名を⼊⼒します。 
グループ 管理者：Administrator または 使⽤者：Operator を選択します。 
ユーザー説明 ユーザーメモを⼊⼒します。 
パスワード パスワードを⼊⼒します。 
パスワードの 
確認 

確認のために再度パスワードを⼊⼒します。 

無効 ユーザーアカウントは残したまま、⼀時的に無効にする際にチェックします。 
また、設定で”ユーザーを無効にするまでのログイン失敗回数”を設定していて、こ
の回数ログインに失敗した場合はチェックされます。再度有効にする場合はチェッ
クを外してください。 

 
OK ボタンを押すとユーザーアカウントリストには編集後の情報が表記されますが、ユーザー管理モー

ドを終了する前に「保存」を⾏わないと情報の更新が⾏われませんので、必ず「保存」してから終了して
ください。 
 
 
 
 
 
 
 
 
 
 
 

以上 




